
Allowing children unrestricted access to
the internet can expose them to various
risks that many parents may not initially
be aware of. 
Here’s why setting boundaries when your
child first receives a device is important: 

1. Exposure to inappropriate content: The
internet contains content that may not be
suitable for children, from graphic
images to violent videos and adult
websites.
2. Cyberbullying: Online platforms can
sometimes become spaces for
cyberbullying. Children with unrestricted
access might be more vulnerable to
encountering or participating in harmful
behaviour. 
3. Privacy and online predators: Children
may not fully understand the importance
of keeping personal information private,
which can lead them to overshare details
such as their name, location, or school.
This information can be used by online
predators, who often frequent online
spaces where young people are active. 
4. Screen addiction and mental health:
Too much screen time, especially on social
media or video platforms, can lead to
issues like screen addiction, reduced
attention span, and mental health
struggles. 
5. Impact on sleep: Unrestricted access
often means children use devices late into
the night, which can interfere with sleep
and, in turn, affect their focus and
performance in school. Creating limits on
when and how long devices can be used
helps ensure that tech use doesn’t
interfere with academics or health.

Dear Parents / Carers,

Welcome to our December edition of
our Safeguarding Newsletter. With
Christmas nearly here and with some
children receiving new technology or
related games, we hope the
information in this newsletter will
support you to set up appropriate
parental controls and set boundaries
from the start to ensure healthy tech
habits and safety. Take a moment to
think about how your child currently
uses technology and how you envisage
them using the new device.

WHAT'S IN THIS
MONTH'S ISSUE:
Setting boundaries
Setting up a new device
Resources to support
online safety.

Spotlight on
Safeguarding
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WHY IMPLEMENT
BOUNDARIES FROM THE

START

Internet Matters have collated their tips to help
you talk about cyberbullying with your child

based on different age categories. The
information is divided into four sections: 

1. Before you start the conversation 
2. Things to talk to them about such as how to

deal with cyberbullying 
3. What to do next 

4. Where to get further help
https://www.internetmatters.org/issue

s/cyberbullying/cyberbullyingconversation-
starter-guide

TOP TIPS TO TALK ABOUT
CYBERBULLYING



Techosaurus - New NSPCC
Resources

Report any concerns if you suspect a
child is being abused or is in danger of

being abused.
Please contact the Designated

Safeguarding Lead (Mrs Claire Roper) ,
or one of the Safe and Sound team.

You can also contact the Multi-Agency
Safeguarding Hub (MASH) on:

01925 443322, press one and either
say MASH or the name of their
person you wish to speak to (if

known)
Outside of office hours call on

01925 444400.
if you believe the child is in

immediate risk of harm, call 999.
If you believe a crime has been

committed, contact the police on
101.

Techosaurus is aimed at little ones who are starting to use technology
and the internet, and keeps the conversation around online safety
positive.  Techosaurus will help your child to form healthy online

habits, routines and behaviours from a young age, and build basic
knowledge and skills related to online safety.  

Do you need suggestions on age appropriate games?
You could use either of the following to search

suitable games.  Remember, PEGI rates the gameplay
so whilst it is important to review age ratings, you

must also check if it has a communication feature as
this might mean you decide a game is not suitable for

your child.

https://www.askaboutgames.com/find-the-right-
game

https://www.familygamingdatabase.com/home

Age Appropriate
Games

Whatsapp
Users should be at least 13 years old to use

WhatsApp.  Since WhatsApp lacks parental
controls, it is important to think about whether

it is really the right platform for your child.
For example, you should consider if your child

has the critical thinking skills to recognise
bullying.  Furthermore do they understand

how to manage peer pressure and refrain from
joining in on harmful behaviour?  If your child
is using WhatsApp, it is crucial to have regular
conversations with them.  Talk about who they

are chatting with, encourage them to think
carefully about the messages that send and how

they might be perceived by others.




